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A RESOLUTION AUTHORIZING THE WAIVER OF SOVEREIGN IMMUNITY FOR
SMRTNET HEALTH INFORMATION SHARING SYSTEM

WHEREAS, the Cherokee Nation since time immemorial has exercised the sovereign rights of
self-government on behalf of the Cherokee people;

WHEREAS, the Cherokee Nation is a federally recognized Indian Nation with a historic and
continual government to government relationship with the United States of America;

WHEREAS, being a federally recognized Indian Tribe, the Cherokee Nation enjoys
governmental immunity from suit under federal and tribal law;

WHEREAS, the Cherokee Nation ("Nation") has through inherent sovereign authority and by
constitution and tribal law the authority to enter into contractual agreements to benefit the Nation
and the citizenry thereof;

WHEREAS, the Cherokee Nation Health Department, a division of the Executive Branch of the
Nation, wishes to enter into a contractual agreement, known as the SMRTNET Member
Agreement, with other local hospitals, clinics, and other local health care providers to share
confidential health information as needed to facilitate proper patient care;

WHEREAS, the other parties to the SMRTNET Member Agreement have requested a limited
waiver of sovereign immunity from the Nation so that the agreement may be enforced if
necessary.

BE IT RESOLVED BY THE CHEROKEE NATION, that for the sole purpose of
allowing for enforcement of the terms of the SMRTNET Member Agreement, established as set
forth in Attachment 1, which is incorporated by reference and made a part of this resolution as if
stated herein in full, the Cherokee Nation Council authorizes the Principal Chief to execute a
limited waiver of sovereign immunity, only if all of the following conditions are met:

(1) The entity seeking to bring suit against the Nation is the Cherokee County Health Services
Council, Tahlequah City Hospital, Cherokee County Health Department, Oklahoma State
Department of Health, Hastings Indian Medical Center, Northeastern Oklahoma Community
Health Center, Inc., and Northeastern State University and a party to the SMRTNET Member
Agreement, and



(2) The claim is for breach of contract and seeks only actual damages resulting from Nation's
noncompliance with the attached agreement, provided that Nation's waiver of sovereign
immunity in an action for actual damages shall be limited to damages incurred prior to the date
of the termination of the attached agreement and shall not exceed the amount of damages that
could be awarded against the state of Oklahoma pursuant to this contract under the Government
Tort Claims Act, and

(3) That in the event of an award of monetary damages, the award may be paid out of any assets
of the Cherokee Nation, excluding real property and improvements by way of fixtures and
excluding funds held in trust by the United States on behalf of the Cherokee Nation and shall not
be a lien or encumbrance upon tribal property or all recovery from any elected officials, officers
or employees of the Cherokee Nation for monetary damages, punitive or exemplary damages,
court costs or attorney fees;

BE IT FURTHER RESOLVED BY THE CHEROKEE NATION, that nothing herein
shall be construed as a waiver of immunity from suit seeking attorneys fees, punitive damages or
any other form of damages from any party whatsoever, or as a waiver extended for the benefit of
any entity, person, partnership, or firm whatsoever, other than the Cherokee County Health
Services Council, Tahlequah City Hospital, Cherokee County Health Department, Oklahoma
State Department of Health, Hastings Indian Medical Center, Northeastern Oklahoma
Community Health Center, Inc., and Northeastern State University as a party to the SMRTNET
Member Agreement. for enforcement of said agreement;

BE IT FURTHER RESOLVED BY THE CHEROKEE NATION, that this waiver
shall not be construed to authorize any action or claim against the Nation sounding in tort or any
other type of claim or recovery not expressly authorized herein, for which purposes the Cherokee
Nation's sovereign immunity is and shall be reserved;

BE IT FURTHER RESOLVED BY THE CHEROKEE NATION, that the Cherokee
County Health Services Council, Tahlequah City Hospital, Cherokee County Health Department,
Oklahoma State Department of Health, Hastings Indian Medical Center, Northeastern Oklahoma
Community Health Center, Inc., and Northeastern State University as parties to the SMRTNET
Member Agreement may not assign or transfer any rights under this waiver;

BE IT FURTHER RESOLVED BY THE CHEROKEE NATION, that this waiver
shall not allow recovery from any elected officials, officers or employees of the Cherokee Nation
for monetary damages, punitive or exemplary damages, court costs, attorney fees or any other
damages whatsoever;

BE IT FINALLY RESOLVED BY THE CHEROKEE NATION, that the Principal
Chief is authorized to execute an agreement on behalf of the Nation pursuant to which the Nation
would not object or cause the Cherokee Nation Health Department to object to the contract
known as the SMR TNET Member Agreement being governed by and in accordance with the
Laws of Oklahoma or the United States of America; to the jurisdiction of the Courts of the State
of Oklahoma or the United States of America, or to the venue of any state or federal court in
Oklahoma in connection with an action by the Cherokee County Health Services Council,



Tahlequah City Hospital, Cherokee County Health Department, Oklahoma State Department of
Health, Hastings Indian Medical Center, Northeastern Oklahoma Community Health Center,
Inc., and Northeastern State University as current members who have also agreed to abide by the
terms of the SMRTNET Member Agreement, to enforce its rights under the SMRTNET
MEMBER AGREEMENT.

The foregoing resolution was adopted by the Council of the Cherokee Nation at a duly
called meeting on the 12th day of May. 2008, having .l.Z- members present, constituting a
quorum, by the vote of 17 yea; 0 nay; 0 abstaining.

Meredith A. Frailey, Speaker
Council of the Cherokee Natio

&:-~. ,
Don Garvm, Secretary
Council of the Cherokee Nation

Approved and signed by the Principal Chief this 19th day of~, 2008.

~sitJL~d
Cherokee Nation

Melanie Knight, Secretary
Cherokee Nation
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SMRTNET MEMBER AGREEMENT

ARTICLE I
Defilitions

Section 1.01 Agreement. The term "Agreement" shall mean this document, namely the
SMRTNET Member Agreement.

Section 1.02 Associated Software·and Associated Hardware. The tenns "Associated
Software and Associated Hardware" mean the software and/or hardware required to access· the
Network, as more particularly described on Exhibit A.

Section 1.03 AuthoriMA User. The term j'Authorized User" shall meaD; an individUal
designated by a Data Recipient to access the Network on behalfof theO_fa Reeipien~including
without limitatioJ4 an employee or a Data :Recipient or a credentialed member ofa ·DatI·
Recipient'S medieaJ staft

Section.l.04 ~ The tenn "Board" sball mean the Board of the Cherokee County
Health Services Council.

Section 1.05 Business Associate. The term "Business Associate" shall mean Council
when it, pursuant to this Agreement:

(a) Onbehalf of a Cov~ Entity, but other than in the capacity of a member
of the workforce of such Covered Entity, performs, or assists in the perfonnance of:

(1) A function or aetivityinvolVing the use or disclOSUre of PHI,
including claims processing or administration, data analysis, processing or
administration, utilization review, quality assurance, billing, benefit management,
practice management, and repricing; or

(2) Any other function or·activity regulated by the Privacy Rule; or

(b) Provides, other than in the capacity of a member of the workfo.-ce of a
Covered Entity, legal, actuarial, accounting, consulting, data aggregation (as defined in
45 CPR § 164.501), management, administrative, accreditation, or fulancialservices to or
fOTa Covered Entity, where the provision of the service involves the disclosure of PHI
from such covered entity, or from another business associate oithe Covered Entity to the
Business Associate.

Section 1.06 Contractor. The term "Contractor" shall mean Tahlequah City Hospital.

Section 1.07 Council. The term "Council" shall mean the Cherokee County Health
Services Council.



Section L08 CoveredEntity. The term "Covered Entity" shall mean a Member that is a
health care provider who transmits any health infonnation in electronic fonn in connection· with
a transaction covered by 45 CFR Parts 160, 162, or 164.

Section ·1.09 DataProvider. The term "Data Provider" shall mean those Members that
submit and store Infonnation on the Network. Unless also a Data Recipient, a Data Provider
shall not have $:cess to the Information stored on the Network. New Data Providers may be
added from time to time by action of the Management Committee.

Section 1.10 Data Recipient. The term "Data Recipient" shall mean those Members
that have access to the Network lnfol'DlaUon under the terms of this Agreement New Data
Recipients may be added from time to time by action of tbeManagement Committee.

Section 1.11 Designated Record Set. The tenn ''Designated Record Set" shall mean a
group of records·mSintained by Business.Associate fot a Cover«i Entity that is: (a) the medical
records and billing records about Individuals maintained by or for a COvered health care provider;
(b) the enrollment, payment, claims adjudication, and case or medical management record
systems maintained by or for a health plan; or (c) used in whole or in part, by or for a Covered,
Entity to make decisi011S about Individuals. For these putpOses~ the term "record" means any
item, collection, or grouping of information that includes PHI and is rilaintained, collected, used,
or disseminated by or for a Covered Entity.

section 1.12 Electronic Protected Health Infonnation (rrEPHI"). The term "Electronic
Protected Health lnfonnation" shall mean PHI that is ttailsmitted by "electronic mediarr (as that
t~ is defin~ at 4SCFR§ 160.103)or that is maintained in any form of electronic media.

Section 1.1) Founding Members. The term Founding Members shall mean the
following entities: Bill Willi$· Community Mental Health and Substance Abuse Services,
Cherokee County· Health Departmen.~ Cherokee County Health Services Council, Cherokee
Nation, Hastings Indian Medical Center, Northeastern Oklahoma Community Health CenteI$,
N011heastem State University, and Tahlequah City Hospital.

Section 1.14· .Hea1th Care Qperations. The term ''Health care Operations"sball have
the same meaning as such term is defined in 45 CPR § 164.501, including but not limited to
conducting quality assessment and Unprovement activities, outcomes evaluatio~ development
of clinical guidelines, population-based activities relating to improving health or reducing health
care costs, case management, and care coordination.

Section 1.15 HHS. The tenn "HHS" shall mean the United States Department of
Health and Human Services.

Section 1.16 HIPAA. The tenn HIP AA shall mean the Health Insurance Portability and
Accountability Act of 1996 and its implementing regulations, all as amended~



Section 1.17 Individual. The tenn "Individual" shall mean a person who is the subject
of PHI. and shall have the same meaning as the teon "individual" as defined in 4S CPR §
160.103 and shall include a person who qualifies as a personal representative in accordance with
4S CPR § 164.S02(g).

Section 1.18 Infonnation. The teon "Information" shall mean the written or electronic
infonnation stOTedby Data Providers on the Network as more fully described in Section 3.01.

Section 1.19 Limited Data Set. The tenn "Limited Data Set" shall mean PHI that .
excludes all direct identifiers of an Individual or of all relatives. employers, or household
members of the lndividual that are required to be removed pursuant to 45 CFR § 164.S14{e).

Section 1.2QManagemem COtnmittee. The term rtManagernent Committee" shall mean
the committee established pursuant to ARTICLE IX of this Agreement.

S~on ·1.21 Membm. The term "Members"· shall mean entities that are Data
Providers and/or Data Recipients. New Members may be added from time to time by the action
of the Management Committee under the procedures in Section 10.02.

Section 1.22 Network. The term "Network" shall mean the Secure Medical Records
Transfer Network as described in this Agreement.

Sq;tion 1.23 Parties. The term "Parties" shall mean Council, Data Recipients, aildData
Providers.

Seqtion 1.24 Payment. The term "Payment" shall have the same meaning as such term
is detfued in 4SCFR §164.S01, including, but not funited to, obtaining or providing
reimbursement for the provision of health care.

section. 1.25 Priyacy Rule. The; term "Privacy Rule" shall mean the Standards for
Privacy of Individually Identifiable Health .Infonnation at 4S cn Parts 160 and 164, as
amended.

Section 1.26 Protected Health Information ("PHI"). The term ''Protected Health
Information" and the abbreviation "PHf' shall have the same meaning as the teon "protected
health information" in 4S CFR § 160.103, limited to the individually identifiable health
information created or received by Business Associate from or on behalf of a Covered Entity.
This term shall include Electronic Protected Health Infonnation.

Section 1.27 ReguiredBy Law. The term "Required By Law" shall have the same
meaning as the tenn "required by law" in 4S CFR § 164.103.



Segtion 1.28 Secretary. The term "Secretary" shall mean the Secretary of the United
States Department of Health and Human Services or his or her designee.

Section 1.29 Security Incident. The term "Security Incident" shall have the meaning as
the term "security incident" in 45 CPR § 164.304 which generally means the attempted or
successful unauthorized access, use, disclosure, modification, or destruction of information or
interference with system operations in an information system.

Section 1.30 SMRINET or Network. The tenns "SMRTNET" and Network shall
mean the Secure Medical Records Transfer Network as described in this Agreement.

Section 1.31 Software Vendor. The term "Software Vendor" shall mean the tliira-party
with wbichContractor or Council maycontrae:t to provide software, hardware, and other services
related to the storag~ use, and disclosure of Ii1formation by and betWeen Members.

Section 1.32 Treatment. The term "Treatment" shall have· the definiti()Il assigne9. to it
by the Privacy Rule at 45 CFR § 164.501, namely, the provision, coordination. or management
of health care and related services by one or more health care providers, includiIlg' the
coordination or management of health .care bya health care provider with a third party,
consultation between health care providers relating to a patient, or the referral of a patient for
health care from one health care provider to another.

ARTICLER
Recltal§

Section 2.01 Purposes of Agreement.

(a) The Agencyfor HealthcareR~arch and Quality of the U.S. Department.
of Health and Human Services has provided funds through a contract with Contraetorto
create and conduCt a health information network ("SMltTNET" or "Network") to allow
the central~ collection and stora~e of patient data for access and use by Data
Recipients.

(b) SMRTNET is organized to facilitate health information sharing and
aggregation for Treatment and Health Care Operiltions through the NetWork and in a
manner that complies with all appli~able laws and regulations. iDcluding without
limitation, those protecting the privacy and security of health infonnation.

(c) The Parties recognize the benefits in increased quality of patient care to be
gained.from the sharing ofpatientst medical infonnation. Through the sharing of'health
information of patients who are seen by more than one of the Members. the Network
seeks to .reduce the costs of care inefficiencies such as unnecessary repeat testing and



increase the accuracy of medical diagnoses through common and rapid access to patient
infonnation through electronic means to lead to improved outcomes for patients.

(d) The Parties desire to store Infonnation on the Network, allowing Data
Recipients access to such Information, and/or retrieve patient data from the Network in
order to provide informed health care to patients.

(e) The Parties recognize the national effort to create a national health
information network and desire to create and maintain the Network in a manner that is
consistent with the national effort and that will ultimately allow the Network to become a
part oi:and share Information witb,.a larger national bealthinformation network.

ARTICLEIIJ
Storage of Igformation aad.Data Provicler ObUtadoDS

Section 3~Ol Storage of Infonn¢on on the Network

(a) Data Providers shall store J:tiformation in electronic data files dedicated
to each respective Member on the NetWork. Information shall besubmiued to the
Software Vendor through Software Vendor's then~xisting protocols for receiving
Information from Data Providers. Unless· exempted by the Management Committee, the
Data Providers agree that they each·shall make good. faith efforts to store, at a minimum,
the following information (to the extent actually maintained by a Data Provider and as
allowed by law):

(1) Patient dmnographic information;

(2) Diagnosis;

(3) Pharmacy;.

(4) Allergiesandreactions;

(5) Laboratoryresults;

(6) Historyandphysical;

(7) Immunizations;and

(8) Healthrisk factors.



(b) As soon as reasonably practicable after the execution of this Agreement,
Data Providers shall submit at least twelve (12) months' of retrospective Infonnation to
the Network, to the extent allowed by law.

(c) Data Providers may store Information in addition to the minimum set of
Infonnation required by this Section and are encouraged to submit any and all
information that may be relevant to the clinical care of a patient. The Management
Committee may vote to require Members to submit additional categories of Infonnation
pursuant to Section 9.02, but may not vote to reduce the Information to be submitted to
the NetwoIk defined m this Agreement.

Section3.02 General Storage PrincjpJes.

(a) . Each Data.Provider shaD use reasonable and appropriate efforts to ensure
that all Information it provides· to the Network is aceuratt, free from serious error.
reasonably compl~ and provided in a timely manner.

(b) Data Providers' Infonnation shall not be used for any of the following
purposes:

(1) Any use not allowed by this Agreement or a decision of the
Management Committee;

(2) Any use that is prohibited by the laws of the United States of
America or the laws of the State of Oklahoma;

(3) COnducting comparisons of the performance of other Members
and/or AuthoriZedUsers, without the express written consent of Council and each
oithe Members and Authorized Users being compared.

Section 3.03. Data .Providers' Re,presentation Regarding Legality of Access.

(a) Each Data Provider represents and warrants that it is authorized to allow
the Data Recipients, Council, and Council's subcontnctors to access the Information;
provided that such access is made as described in this Agreement pursuant to the Privacy
Rule and aU other applicable federal, state, and loeal1a~ and/or pursuant to a duly
executed authorization from any Individual to whom the Information applies.

(b) To the best of each Data Provider's knowledge, storing the Infonnation on
the NetWork does not violate any rights, including copyrights, of third parties.

(c) If federal, state, or local law requires Data Provider to obtain a patient's
authorization or consent prior to submitting Information to the Network, or prior to



allowing the Data Recipients to access Information on the Networ14 Data Provider shall
obtain any such consents or authorizations before submitting Information to the Network
and such consents or authorizations shall be broad enough to allow the uses and
disclosures allowed by this Agreement Without limiting the foregoing, Data Provider
shall obtain an authorization for the release of psychotherapy. notes pursuant to 45 CPR
§ 164.S08(a)(2) and a consent for the release of drug and alcohol abuse treatment records
pursuant to 42 CFR Part 2, as applicable. Data Provider shall provide aeapy of any such
consents or authorizations to Council or a Data Recipient upon request.

Section3.04 Licenses,

(a) Council grants tQ each Data Provider, and eachD-. Provi4er· shall be
deemed to have accepted, a non-exclusive, personal, nontransferable. limited right to
have access to ~touse the Network for the purposes of complying· with the obligations
described in this Article. subject to the Data Provider's full CQtnpliance with this
Agreement and Management Committee decisions. Council r¢tains aU other rights to the
Network and all the components thereof. No Data Provider shall obtain any rig11ts to the
Networ)c except for the limited rights to use the Network expressly granted by this
Agreement.

(b) Data Providers grant to Council and Council's subcontractors a perpetual,
fully-paid, worldWide, non-exclUsive. royalty-~ right and license (i) to license andlor
otherwise permit others to access through the Network· and use ·a11Information provided
by the Data Provider in acce>rdance with this Agreement and Management Committee
decisions, and (ii) to use such Infol'lt1ation to carty Otlt Co~i1t$ &11dSlibc;ontraetors'
duties under this ,Agreement, including withoutlimita:tion Network administration.
testing, problem identification and resolutio14 management of the Netwo~ data
aggrega.tion activities as·permitted by applicable state and federal laws and. regulations,
including without limitation, thOse promulgated \U1~ HIP A.A..and otherwise as COuncil
detenn~ is necessary lU1d appropriate to comply with and carry out its obligations
under allappli~able federal, state an41ocal1aws and regulations.

ARTICLEty
Access to IDt'ormation •• Data Reeipient Obligation.

Sectim 4.01 License and General Access Principles.

(a) Council grants to each·Data Recipient, and each Data Recipient shall be
deemed to have accepted, a non.,.exclusive, personal, nontransferable, limited right to
have access to and to use the·Network. subject to the Data Recipient's full compliance
with this Agreement and Management Committee decisions. Council retains all other
rights to the Network and all the components thereof. No Data Recipient shall ob1ain any



rights to the Network except fOT.the limited rights to use the Network expressly granted
by this Agreement

(b) A Data Recipient may use the Network only for the permitted purposes
described in this Agreement and pursuant to Management Committee decisions.

(c) Data Recipient agrees to obtain any required consents or authorizations
under applicable federal. state, or local law that may be necessary to authorize the
disclosure or receipt by Data Recipient of Infonnation relating to a patient and shall
provide Council with any such consents upon request. Data Recipient waiTants that any
request or access of Network Information by Data Recipilmt win be authorized'by any
such consents or authorizations before the request or·aocess isInatie.

(d) The Data Recipient shall use 'the Network only for the Data Recipient's
own account, and shall not use any part of the Network to provide sCJ*lteservices or
subli~to any third party. including without limitation providing any service bureau
services or equivalent services to a third party;

(e) The Data Recipient shall not use the Network for any purpose or in any
manner that is prohibited by the laws of the United Siates of America or the laws of the
State of Oklahoma.

(f) A Data Recipient shall· not USe the Network to aggregate data to compare
the performance of other Members and/or Authorized Users. without the express written
consent of Council and each of the Members and Authorized Vsetsbemg CQmpat'ed.

Section4.Q2' Permissible Uses of the Network by Data ReciPients. Infonnation stored
on the Network: may only be used and disclosed fot the purposes desenOe<i in E~hibit B to this
Agreement as it may be amended from time to time by the COwcil. but only after a
recommendation from the Management Committee PUTStUmtto Section 9'~02and Section 9.03.
The CQuncil may. ftom time to time. establish fee schedul~ related to the uses and disclosures of
Information under this Agreement.

Section 4.03 Otherwise' Pennitted Uses of Information. Notwithstanding any other
Section of this Agreement, the Parties may use or disclose for any lawful purpose Infonnation
that: (a) is in the possession of the Party prior to the time of the disclosure to the Party by the
Members and was not acquired, directly or indirectly, from the Members or the Network; or (b)
is made available to the Party by a third party who has the legal right to do ,so.

Section 4.04 Access to Infonnation By Data Recipients' Personnel. Each Data
Recipient shall detennine the Autho~ Users under its control who may access the Network to
retrieve Infonnation for the Treatment of patients. Each Data Recipient shall provide electronic
files to Council of its Authorized Users in accordance with a procedure developed by Council.



Based on the information provided by the Data Recipient, Council shall issue a user name and
password to each Authorized User and shall permit the Authorized User to access the Network.
Council shall provide each such user name and password to the Data Recipient and the Data
Recipient sball be responsible to communicate that information to the appropriate Authorized
User. When the Data Recipient removes an individual from its list of Authorized Users and
informs Council of the change, Council shall cancel the user name and password of such
individual? and cancel and de-activate the user name and password of such individual if that
individual is as a result of the change no longer an Authorized User.

Section 4.05 Data Recipient's Res»onsibility for Authorized Users. Each Data
Recipient shall be solely responsible for· all acts and omissions of the Data Recipient and/or the
Data Recipient's Authorized Users, and an other individuals who access the Netwotl either
through the Data Recipient or by use afmy passwor~ identifier or lo8-on received or obtained,
directly or indirectly, lawfully or unlawfully, from the Data Recipient or any of the DIlta
Recipieties AuthoriZed Usm, with respect to tbeNeiworkandl<>r any· confidential andlor other
infonnation accessed in connection therewi~·and all such acts andomissiollS shall be deemed to
be the acts and omis~ons of the Data Recipient. Each Data RecipientshaUcertify:

(a) That itS Authorized Users have received training regarding the
confidentiality of PHI under the Privacy Rule and all other applicable federal, state, and
local laws and a:gree·toprotect.thc Infonnation in compliance with the Privacy Rule. such,
laws and this Agreement;

(b) That its Authorized Users shall only access the Network for purposes
approved by the Data. Recipient and tbat are consistent with this Agreement and the
decisions QftheM$lagement Committee;

(c) That its Authorized Users have agreed to hold any passwords, or other
means for accessing the Netwo~ in a confidential manner and to release them to no
other individual;

(d) TIull its AuthOrized Users •agree anel U11derstand that their failure to
comply with (he terms of this Agreement may result in their exclusion from the Networlc
and may constitute cau$e for disciplinary action by the Data R.ecipient

(e) That it has restricted access to the Network only to the Authorized {Jsers
that the Data Recipient has identified pursuant to this Section.

Data Recipient shall immediately notify the NetWork when an Authorized User's access to the
Network should be removed.

Section 4.06 Access Re,porting to Members. Upon request, Council shall provide to
each Member statistical summaries indicating the nwnber of accesses to the requesting



Member~s own Information by accessing site and including a list of all queries to the Network by
patient names and date of birth. The foregoing summaries shall be provided at no cost
Additional detail about a Member's own Information may be obtained by a Member at a
reasonable fee in compliance with the provisions of this Agreement

Section 4.07 Patient Care. Without limiting any other provision of this Agreement, the
Member and the Member's Authorized Users shall be solely responsible for an decisions and
actions taken or not taken involving Treatment, patient care, utilization management, and quality
management for their respective patients· and clients· resulting from or in any way related to the
use of the Network or the Infonnation made available thereby. No Member or Authorized User
shall have any recourse against, and hereby waive, any claims against Council and Contractor for
any loss, damage, claiInot cost relating to ()1" resulting ftom the Member's or Authorized User's
own use or misuse of the Network.

Section 4.08 Acknowledgements Related to Access and Information.

(a) The Network llSe$ available technology to match patient identities with
their records in the Network to· provide Data Recipients with patients' Information.
BeclUl$e patient Information is maintained in multiple places and because not all patient
Information is kept in a standard fashion, it is possible that false matches may OCC1,l1" or
that there may be errors or omissions in the Information provided to a Data Recipient. To
that end; it is incumbent upon the Data Recipient to verify the pati~t's Infonnation with
each patient before the Information is .relied upon in treating or :diagnosing. the ~ent.
CoU119i1does not independently verify or review th~ Information transmitted through the
Networt for accuratY Otco1'llpretene$S. Further, Council dOes nQt. mab· any
representations Qf promises regarding the continued participation of any particular Data
Provider or the availability of any or all of the Information on the Network. Data
Providers and/or Infonnation may be added to or deleted from the Network at any time
and such changes may be beyond the control of Council and ma,yoccur without prior
notice to Data.. Recipient

(b) Mea,.bers acknowledge and agree that the Associated Software is an
information management tool only and thatit contempIatesand requires the involvement
of healthcare professionals. Members further acknowledge and agree that Council and
Software Vendor have not represented their services as having the ability to diagnose
disease, prescribe treatment, or perform any other tasks that constitute the practice of
medicine or of other professional or academic disciplines. In addition, aU content of tile
Associated Software has been developed and reviewed by Software Vend.or based upon
published ~ and the experiences of qualified professionals whenever possible;
however, it is the Member's responsibility to validate all content against its standard
operating p~ures. and all federal, state and local regulations. Neither Software
Vendor nor COlDlCil shall be responsible for any errors, misstatements, inaccuracies, or



omissions regarding the content of the Associated Software, although every effort has
been made to ensure its quality and accuracy. Members assume all risk for selection and
use of the content in the Associated Software.

Section 4.09 Inaccurate Dam. All data to which access is made through the Network
and/or the Services originates from Data Providers, and not from Council. All such .data is
subject to change arising from numerous facto~ including without limitatio~ changes to patient
health information made at the request of the pati~ changes in the patient's health condition,
the passage of time and other factors. Counci1 neither initiates the transmission of any data nor
monitors the specific content of data being transmitted. Without limiting any other provision of
this Agreement, Council shall have no responsibility for or liability related to the accuracy,
content, currency, COJIlPleteness, content or delivery of any data either provided by a Data
Provider, or used by a Data R.ecipient, pursuant to this Agreement

ARTICLE V
ConftdentialityandSecurlty;

Section S.OI ConfidentialitY. The Data Recipients agree that any Infonnation obtained
from the Network will be kept confidential pursuant to the Privacy Rule and all other applicable
federal, state, and local laws, statuteS and regulations, as well as each Data Recipient's own roles
and regulations governing the confidentiality of patient records and information. Any hard copy
of Information acquired from the Network for Treatment purposes.will be placed in the patient's
medical record that is maintained by Data Recipient. Data Recipients agree to repoJ:t promptly to
the Management Committee any breach of the confidentiality Qf the Information of which it
b~~ aware~ Notwitbstanding the foregoin& individual patient Information that· is acquh-ed
from the Network tor p~ent Ti'eatmeotpurpose$sbaU become a part of Data Recipient·$ clinical
record for that patient, and consequently, if such Information is incorporated into such record,
Council, and Members shall no lon~· have the right to control further· downstream uses or
disclosures of such Information.

Section 5.02 Enforcement of Cqpfidentiality by Members. Each Member agrees to
enforce the· confidentiality provisions qf1:bi$ Agreement by appropriately disciplining individuals
within ~ach Member', organization who violate the confidentiality oftbc Information pursuant
to each Member's respective confidentiality and disciplinary policies.

Section 5.03 Access to Members' Business and Proprietary Data. Council agrees that it
win not provide any data related to patient volume, cbarges to patients or third-party payers and
similar reimbursement data, and Members' practice patterns to any other Member or third-party,
and will not publish any such data in an identifiable form, without the written permission of the
affected Member.



Section 5.04 Security. Members shall implement security measures with respect to the
Network. Such security measures shall be as stringent as those required by the Security
Standards promulgated pursuant to HIP AA (45 CPR Parts 160 and 164).

Section S.QS Malicious Software. Viruses and Other Threats. Members shall use
reasonable efforts to ensure that their connection to and use of the Network. including. without
limitation the mediwn containing any data or other infonnationprovided to the Network, does
not include, and that any method of transmitting such data will not intI'oduee. any program,
routine, subroutine, or data (including without limitation malicious software or "malware."
viruses, wonns and Trojan H()I'SCS}which wiUdisrupt the proper operation of the Network or any
part thereof or any hardware or software used by Council in connection therewith, or which,
upon the Occurrence of a certain even~the passage 'of time, or the taking of or failure to take .any
action win cause the Network or any part thereof or any hardware; software or data used by
Council or auy other Member in connection therewith, to be destroyed, damaged or' ren.<fered
inoperable.

AItTICLE VI
CoordiDadoD of the Network

Section 6.01 Council Role.

(a) Council shall administer the Network, and may delegate any of its
responsibilities set forth in this Agreemcmt. to one' or more subcontractors. The Members
acknowledge and agree that access to the Information shall be sranted to Council for all
ofits fuJletionsand obligations U11der this A~ent lU'ld shall be gramedto Council's
subcontractors. for the sole pmposeof assistillg. Council in its responsibilities hereunder.

(b) If Council determines that the services of one or more subcontractors is
necessary to fulfill .acme or all of C01.UlCil's obligations to the Network, Council may
~lect SllCh subcontractor(s) and shall provide notice to the Management Committ~ of
the identify and' purpose of the subcontractor. If no ManageJIlent Committee member
raises a written objection to Council regal:ding. the engagement of the subcontractor
witlilit fourteen (14) days of Council's notice, .Council may engage such subcontractor
without further approval of the Management Committee. If any member of the
Management Committee raises a written objection to Council regarding the engagement
of thesubcontraet within fourteen (14) days of the Council's notice, Council may not
engage such subcontractor without the approval of the Management Committee pursuant
to Section 9.02.

(c) Council shall employ security mechanisms that are consistent with the
final Security Standards (45 CPR Parts 160, 162, and 164) issued pursuant to the Health



Insurance Portability and Accountability Act of 1996 to provide for the security of the
Information.

(d) By using the Network, each Member shall acknowledge that other
Members have access to the Network. Such other Members have agreed to comply with
this Agreement; however, the actions of such other parties are beyond the control of
CoWlcil. Accordingly. Council does not assume any liability for or' relating to any
impainnem of the privacy, security, confidentiality, integrity, availability, or restricted
use of any infomultion on the Network resulting 'from any Member's actions or failures to
act.

Seetion 6.02 Provision of Network Equipttls;nt. Softwate,lPjd Traiging by Council

(a) CoUllCil$all provide to each Member the software and/or hardware
required to accesS the Network, as more particularly described on EXlubit A (the
"Associated Software" and "Associated Hardwarct" respectively), as Well as training to
use the Associated Software. Associated Hardware and Associated Software may be
provided,tbrough Software Vendor. Members shall cooperate with Council andSoft:ware
Vendor to ~1:, implement ana m$tain tbe AssociaUed S<>ftware and Associated
lIardware at'Member's Iocation(s). The Members acknowledge that Software Ven40r
shall retainallright, title, and interest in any Associated Software (and an.y intellectual
property associated with Associated Software and all derivative works related thereto) or
Associated Hardware supplied tbrou.gh Contracton or Co\lIlcWscontract with Software
Vendor, and that Software V_r may remove any such Associated Software or
~ liardware at any time after providingCOn~ or Council witl1tCasonable
notice. Use of tlle A$soei~te:d Software or Associated Hardware by a Member may
require that a Member enter intO separate s11bscriptiort, licensing, or other ~ents
with Software Vendor, or which may be open-source. Bach Member shall not
unreasonably withhold itS execution of such asreetn~tsas may be req11ircd for the use of
~b software, hardware or services, and. shall comply with the temiS of ariy license Or
other agreement held by MeDlber, and any open-source or similar licenses, relating to
third-party products inelu.ded in Associated Software.

(b) Council grants (or will seeure a grant) to each 'Member a non-exclusive,
personal, nontransferable, limited license to use the Associated Software and the
Associated Hardware for access to or use of the Network.

(c) The Member shall not modifY, reverse engineer, decompile; disassemble,
re-engineer or otherwise create, or pennit or assist others to create the Associated
Software or the Network, or to create any derivative works from the Associated Software
or the Network. The Member shall not modify the Associated Software or combine the



Associated Software with any other software or services not provided or approved by
Council.

Section 6.03 Provision of Network Equipment and Software by Members. Each
Member shall be responsible for procuring all equipment, communication line$lweb access, and
software necessary for it to access the Network (with the exception of the Associated Software
and Associated Hardware), use the Associated Software. and provide to COuncil all information
required to be provided by the Member ("Member's Required Hardware and Software"). Each
Member's Required Hardware and Software shall eonfonn to Counoil's or Software Vendor's
then-eurrent specifications. Council or Software Vendor may change such specifications from
time to time in their sole discretion upon not less than sixty (60) daysprlor notice to each
Member affected by the ehan.,. As part of the Member·. obligation to provide Metnber's
Required Hardware and Software. the Member shall be responsible for ensuring that all the
Member·s computers to be used to interface with the Network are properly configured. including
but not limited to the operating Network, web browser and, Internet connectivity.

Section 6.04 Disclaimer of Warranties. The Parties do not intend for the provisioIl of
the equiptnent, software~ serVices, or training to any Member to constitute a sale or lease

f
the

Members nevertheless acknowledge that any equipment associated with the Network provided to
the Members 'by Council Of any other Member or third-party associated with the Network is
provided AS IS WITH ALL FAULTS. COUNCU." CONTRACTOR. MEMBERS, AND
ALL SUCH TIIlRD-PMlTIES HEREBY DISCLAIM ANY WAltRANTIES, WHETHER
EXPRESS OR IMPLIED; WHlCHl\fAY BE CLA!MEDIU:GARDING ANY OF THE
EQUIPMENT SUPPLIED TO THE MEMBERS. ,COUNar.., l\ofEMlIERS, AN)) ALL
SUCH TllIJ.W-.PART:mS SPECIFICALLY BlREBY EXPRESSLY DISCLAIM ANY
IMPLIED WARRANTIES OF MERCHANTABILITY' ANDmNESS' FOR A
PARTICULAR .Pt1R.POSE. 1'I1e Members agree to hold hannless Council. Contractor, the
other Members. and any such third-pa;I1ies for any failure of any hardware. commerdal software,
communication lines. or other equipment supplied for use in cotmection with the Network or for
the failure to supply or maintain said equipment., The foregoing sentence, Of any other part of
this Agreement that llinits the liability of any Member. Council, or Contractor, shall not be
effect:iveto limit the liability of any Member, Council, Of Cont.raetor to any claim made by the
State of Oklahoma, any Agency of the State of Oklahoma or any subdivisiOn of said Agency. or
any political subdivision of the State of Oklahoma. Counci4 Contractor, the other Members, and
such third-parties shall take all reasonable steps to assure that manufacturers' and sellers'
warranties may be enforced by the Membersf and shall cooperate with the Members in exercising
warranty rights.

Section 6.05 Carrier Lines. By using the Network, each Member shall acknowledge
that access to the Network is to be provided over various facilities and communications lines;
and information will be transmitted over lOcal exchange and internet backbone carrier lines and
through routers, switches. and other devices (collectiveJYf "carrier lines~')owned, maintained,



and serviced by third-party camers, utilities, and internet service providers. all of which are
beyond Council's control. Council assumes no liability for or relating to the integrity. privacy~
security. confidentiality. or use of any infonnation while it is transmitted on the carrier lines, or
any delay, failure, intenuption, interception. loss, transmission, or corruption of any data or other
information attnbutable to transmission 'on the carrier lines .. Use of the carrier lines is solely at
user's risk and is subject to all applicable local. state, and national laws.

Section 6.06 Use of Networlc EQuiPment. The Members agree that any equipment
associated with the NetWork, whether supplied by Council or a Member,sball not be used in any
way that interferes with Network-based activity. A Member shall be solely responsible for any
damase to a computer system, loss of data. and any damage to the Network caused by that
Member or any person using a username assigned to the Member or a Member's Authorized
Users.

Section 6.07 Cooperation With Council.

(a) The Members agree to provide assistance and cooperate with Council with
regard to the. installation and. maintenance of the software or equipment.necessary to store
Information on and access the Network. The Members agree to exercise reasonable care
in the use of the equipment provided by Council, and further agree to immediately notify
Council upon thcmalf\lnction, of any of said equipment.

(b) The Members agree to cooperate in the,process of standardized coding of
physician orders· and test results.

(c) Each Member agrees to reimburse Council orCOiltractot for any actual
costs incurred by COUl1Cil OrContractor under any contract with Software Vendor related
to tiJne. materials, and travel expenses incurred in resolution ofa problem that is
determined to originate within. the Member, its applicable infrastructure, a Member
device, or Member's Required Hardware and Software.

(d) Except for fees authorized by or imposed by the ManagementComtIlittee
pursuant to Section 9~Ol(aXIl),ll() Member sball impose or charge any other Member or
third-party any fee related to the Network. .

ARTICLE VII
HIP AA Dumes. Assosiate ProyisioDs

Section 7.01 Limits on Use and Disclosure.

(a) Bu$iness Associate agrees to not use or further disclose Pill other than as
permitted or requited by this Agreement or as Required By Law. Business Associate
may use and disclose pm to perform those functions, activities, or services that Business



Associate perfonns for, or on behalf of, each Covered Entity as specified in this
Agreement (including, but not limited to, Exhibit B), provided that such use or disclosure
would not violate the Privacy Rule if done by a Covered Entity. Such functions,
activities, or services shall include, but not be limited to. perfonning any function
Covered Entity is required or authorized to perform under this Agreement, maintaininS
the Network, making disclosures to Data Recipients for the purposes set forth in Exhibit
B, and reporting Information to appropriate govemm~ta1 agencies for public health
pmposes. Any such use or disclosure shall be limited to those reasons and those
individuals as necessary to meet the Business. Associate's obligations under this
Agreement.

(b) BusinessAssociate$hall ..not use or disclosePHI for any fundraisingor
marketingpurposes. Further, Business Associate will not make the following disclosures
that are otherwise allowed to be made by a Covered Entity under 4SC.F.R. § 164.512
unless compelled to do so by law or unless such a disclosure is specifically authorized or
required by thi$ Agreement:

(2) For health oversight activities;

(3) Forjudicial and administrative proceedings;

(4) For lawenforcementpurposes;

(5) Aboutdecedents;

(6) For cadaveric organ.. eye, or tissue donation purposes;

(7) To avert a serious threat to health or safety;

(8) For specialized government functions; or

(9) For wolkers'· compensation purposes;

If Business Asso<;iate is requested to make a disclosure for one of the foregoing reasons,
it shall forward such request to the Covered Entity so tha,t the Covered Entity can
coordinate and prepare a timely response. Business Associate shall make pm available
to the Covered Entity for the foregoing reasons if requested to do so in writing by the
COvered Entity for the Covered Entity to coordinate and prepare a timely response.

(c) Notwithstanding Section 7.01(a). Business Associate may use PHI for the
proper management and administration of the Business Associate or to cany out the legal



responsibilities of the Business Associate. Furthermore, Business Associate may disclose
pm for the proper management and adminis1ration of the Business Associate, provided
that disclosures are Required By Law, or the Business Associate obtains reasonable
assurances from the person to whom the PHI is disclosed that it will remain confidential
and used or further disclosed only as Required By Law or for the purpose for which it
was disclosed to the person. and the person notifies the Business Associate of any
instances of which itis aware in which the confidentiality of the PHI has been breached.

(d) If a Business. Associate provides data aggregation services, the Business
AssOciate may use PHI to provide data aggregation services to a Covered Entity as
permitted by 42 CFR § I64.504(e)(2)(i)(B). except as otherwise provide4 by this
Agreement

Section 7.G2.. Safegyards. Business Associate agrees louse reasonable and appropriate
administrative, physical and technologieal safegmu-ds to prevent use or disClosure (}f the PHI
other than 8$ provided for by this Agreement. Business Associate further agrees to iInplement
administrative,physical, and technical safeguards that reasonably and appropriately protect the
confidentiality, integrity, and availability of Electronic Protected Health Information that it
creates, receives, maintains or transmits on behalf of Covered Entity.

Section 1.03 Rgrt of Im:vrqpet Use or Disclosure. Business Associate agrees
promptly to report to a Covered Entity any u~ or disclosure of the Covered Entity's PHI not
provided for by this Agreement of which Business Associate becomes aware. Business
Associate further agrees to report to Covered Entity, or hislher designee, in writing, any physical
or technical Sectuit}'lncidents ofwbich it beeomes aware.

Section 7.04 Agents and Subcontractors. Business Associate shall ensure that any
agent, including a subcontractor, to whom it provides PHI received from, or created or received
by the Business Associate on behalf ot: a Covered Entity, a~ in writing to the same
restrictions and conditions that apply through this Agreement to the Business AsSOCiatewith
respect toPHI. Such written agreement sh8n also requir~ the agent or suboontractorto
imp1eJD.et:ltreaso~l~ and appropri~e administrative. physical, and technical safeguards that
reasonably and appropriately protect the confidentiality, integrity, and It.vailabilityof EPHI that it
creates, receives, maintains or transmits on behalf of Covered Entity.

Section 7.05· Access to Records. Business Associate shall provide reasonable access to
PHI in a Designated Record Set in the Business Associate's possession to the Covered Entity to
which the PHI belongs in order for the Covered Entity to meet the requirements under 45 CFR §
164.524 with regard to providing an Individual with a right to access the lndividtUll's PHI. Prior
to making a request to Business Associate under this Section, Members shall make a good faith
effort to gather the requested PHI from their own data sources. In any event, Business Associate
shall not respond directly to requests from Individuals for access to their PHI in a Designated



Record Set. Business Associate will refer such Individuals to the relevant Covered Entity so that
the Covered Entity can coordinate and prepare a timely response to the Individual.

Section 7.06 Amendments to PHI.

ea) Business Associate shall provide reasonable access to PHI in a Designated
Record Set in the Business Associate's possession to the Covered ~tity to which the PHI
belongs for Covered Entity to make any amendments that Covered Entity aarees to make
pursuant.to 45 CPR § 164.526 or to otherwise allow Covered Entity to comply with its
oblipions ~ 4S CFR § 164.526. Amendments to PHI in the Network shall be made
by Covered Entity to the Network through routi.n(li submissions of Information via an
electronic jnterface· from a system operated by the Covered Entity.

(b) Busin~Associate shall not respond directly· to requests from
Individuals for amendmeiltsto their PHI in a Designated Record Set. Business Associate
will refe.i' $UCh Individuals to the relevant Covered Entity so that the Covered Entity can
coordinate and prepare a timely response to the IndividUal.

Section7.07 Documentation and Provision of DiselQsurg.

(a) Business .Associate shall document such disclosures of PHI and
information related to sueh disclosures as would be required for Covered Entity to
respond to a request by an Individual for an accountiJig of disclOsures of PHI in
accordance with 4; CFR § 164.528. Such documentation shall be kept with regard to all
di!JClos~ of PHI except for the diSclosures that areexcep~fioD'J, the ~\l1lting
requirement at 45 CPR§ 164.528(a) (as itmay be amended from time to time).

(b) For each non-excepted disclosure, Busiriess Associate sba1ldocument the
following information: (i) ~ clateor the disclosure; (ii) the name of the entity or pe1'SQn
who received the PHI and, if known, the address of such entity or person; (ill) a brief
description of the PHI disclosed; and (iv) abnef statement of the purpose of the
disclosure that reasonably states the basis for the disclosure. In thealtemative, Business
Associate may document and report disclosures in accordance with 45 CFa·§
164.528(b)(3)-(4).

(c) Business Associate shall provide to a requesting Covered Entity, within a
reasonable time period after Covered Entity's requ~ infonnation conected in
~ce with this Sectio~ to permit Covered Entity to respond to a request by an
Individual for an accounting of disclosures of PHI in accordance with 45 CPR § 164.528.
However, Business Associate shall not respond directly to requests from Individuals for
an accounting of disclosures. Business Associate will refer such Individuals to the



relevant Covered Entity so that the Covered Entity Cm:l coordinate and prepare a timely
response to the Individual.

Section 7.0S Availability of Internal Practices. Books and Records. Business Associate
shall make its internal practices, books, and records relating to the use and disclosure of PHI
received from, or created or received by the Business Associate on behalf of, a Covered Entity
available to the Secretary, in a reasonable time and manner designated by the Secretary. for
purposes of detertnining a Covered Entity's compliance with the Privacy Rule.

Section 7.Q9 Cl)@!lgeor Revocation of Pemrission. Each Covered Entity shall provide
Business Assoeia~ with written notice of any changes in, or revocation of. permission by an
IndividUal to "'or disclo$8 Put, or of any restriction to the.use or disclosure of PHI that the
CQvered Entity has agreed to in accordance With 45 CFR § 164.S22.if such changes or
restrictions affect .a :Business ~atels permitted or required uses.and disclosures. ACovered
Entity sball not agree to any suohchaoges or restric~onS without consulting with Business
Associ~ to determine whether Business Associate and the Network are physically,
adnlinistratlvely, and teclmologicltlly' capable of complying with such changes or restrictiollSt
and without obtaining BUSiness As$ociate"s consent (which will not be ~easonably withheld).
Business Associate sha11not be, respollSIolo for any use or disclosure that fails to comply With
any such change or revocation that occurs prior to being notified by the Covered Entity pursuant
to this Section.

Section7.10 No Regpe$t to J,Jse or Disclose in Tnmmnipible Manner. Except as
necessary fortbe managententand adnililistl'ative activities oftbe Busines$ ~iate as aUowed
in WOJJ 7·0lfc},a Covere<l,El)tity ~.~()tnx).11est a'8usinessAssociatetouse,otdisclosePHl
manYIIl3ml«thalt'woulCl not be permissible under the Privacy Rul~if done by Covered Entity.
No ·BusmCS$Associate sballberesponsible for any compliance wi' or failure to comply with, a
request fioom Covered Entity louse or disclose PHI in a manner that would not be permissible
under the Privacy Rule if done by Covered Entity.

Section 7.11. Notice. ofPtjvacy Practices. Each Covered EntitY shall provide Business
~ witb the Notice of Privacy Practices that Covered, Entity produces in accordance with
45 CFR. i 164520. as well as any changes to such notice. Each Covered Bntityshallensure that
its Notice of Privacy Practices includes provisions that adequately infor:rn Individuals: (a) that
their pm may be t1$ed and disclosed and received £rOni other health care 'providers fOr Treattnent
purposes; and (b) that their PHI may be used and disclosed by Business Associate to perfonn
functions like those allowed in this Agreement.



ARTICLEVDl
Limitations of Liahility anciludemniflcadoM

Section 8.01 No Warranties. Access to the Network and the information obtained by a
Data Recipient pursuant to the use of those services are provided ffas is" and fCasavailable"
without any warranty of any kind, expressed or implied, including but not limited to, the implied
warranties of merchantability, fitness for a particular purpose, and noninfringement. As to
Council and Contraetor, the Member is solely responsible for any and aU acts or omissions taken
or made in reliance OD the Network or the information in the Network, including inaccurate or
incomplete infQrmation. It is expressly agreed that in no eveat shall Council or Contractor be
liable for any special. indirect;. consequential, orexemplat'y.datnages, inc!u4ing but not .1imited
to, lose of profits or revenues, los.sofus<:, or 10$5 of information or data, whether a claim fat any
such liability or damages is premised upon breacl:1 of oontraCt, breach of warranty, negligencCt
strictliability, OJ' any other theories ofliability~ even if Couneilor Contractor has been apprise4
of the possibility or likelihood of sUcl1dainages occurring~ The foregoing sentence, or any other
part of this Agreemetlt that limits the Uabilityof Council, any Member, or Conttaotor. $hall not
be effective to limit.the liability of Co~cil, any Member, or Contractor to any claim made by the
State of Oklaho~any Agency of the State of Oklahoma or any subdivision of said Agency, or
any political Stlbdivision of the State ofOldahom& Council and Contractor disclaim any and all
liability for erroneOus transniissions and 10$S of service resulting from communication failures by
teleco~unication serviceprovidCrs ot ,theNetwork.

Section 8.02 UnautQoijzed Access; Lost or Cogupt Data. Council and Contractor are
not re$pOnsible for unauthorized access to the Member's transmission t"acilffies or equipm= by
individlulls or ~ties usipg ~ NeJworlc or for unauthorized access to, or alteration. theft, or
destruetionof the M~'s data. fi1es;progr8tns~ ~, or iDfonnati01l thiough the
NetWork, whether by·accident, fraudulent means or devices, or any other methOd. The Member
is solely responsible for validating t1:le accuracy or all output and reports and protecting the
Metnbet"s dat8 and programs from 1081 byitnplementing appropriate secunty measures,
including routine ~kuP procedure$. The Member wajves any damages occasionett by lost Or
corrupt data, incorrect reports, or incorrect data filesresuiting from programming en-of, operator
error, equipmern otsoftware lIlalfb:netion. security violations, or the use of third,.PartYsoftW'ate.
The foregOing senterice. or any other part of this Agteement that limits ~ ..liability of Council,
any Member. or Contractor, shall not be effective to limit the liability of Council, any Member,
or Conttactor to any claim made by the State of Oklahoma, any Agency of the State of
OkIabQma or any subdivision of said Agency, or any political subdivision of the State of
Oklahoma. Council and Contractor are not responsible for the content of any information
transmitted or received through. the Network.

Section 8.03 lndemni1jcation. To the extent allowed by law, Council and ea(:h Member
(each, an f'Indemnifying Party") each shall hold the other, Contractor, and, if the Member is the
Indemnifying Party, the other Members (the 'flndemnified Party") free of and harmless from all



liability, judgments, costs, damages, claims or demands, including reasonable attorneys' fees, net
of the proceeds of insurance, arising out of the act or omission of the Indemnifying Party or any
of the Indemnifying party's Authorized' Users, members, agents, staff or employees, including
the Indemnifying Party's failure to comply with or perform its obligations under this Agreement
or the Indemnifying Party'suse of or access to the Network or any Associated Software. The
indemnification provided in this Section, however, shall not apply if the liability·or damage is
caused by the negligence or willful misconduct of the Indemnified Party. This Section shall
survive the termination of this Agreement and the withdrawal of anY Member. Notwithstanding
the foregoing, the Council and Contractor shall not be liable for any act or omission of any
subcontractor hereunder, incfudin& without limitation, the· Software Vendor (including, but not
limited to, liability for indemnification· under this Section). .

section 8.04 Insurance. Each Party represents and wammts that it has sufficient
resources (which may include, but not be limited to, iDSW'8IiCe) to support it$ indemnification
obligation under this Agreement. Each party shall produce evidence of such resow:ees to any
other Party upon request.

ARTICLE IX
MaD.ge.eat Committee

Section 9.01 ComP9sition and DutiesofManagemenfCommittee.

(a) The Soard shall establish and appoint a Management Committee to advise
the Board on the operation of the Network lUld to exerc~ such powers and duties
d~legatedtoit by the Boarct Theinitialmember$ofthe ManagementCoupnittee shall be
theF01m<fing.M~betS~ The ~gemen.tCommittee'spowe.rs and duties shall be set
forth in a written. memorandum of agreement which shall be approved· by a vote of at
least 800JO.ofthe·votes entitled 10 be cast by members of the Board and by a vote of.at
least SOO..() of the votes entitled to be caSt by m~mbers of the Management Committee;
Such m~randu$ of agreement·may only be amended by an additional vote ofat least
80% of the votes entitled U) be cast by members of, respeetively~ the Board and the
Management Committee.

(b) The Board, in its sole dis~on, shall apPOint a primary representative
and an alternate representative from each member of the Management Committee to
represent tbt Management Committee members on the Management Committee. Each
Management Committee member's primary and alternate representatives shall serve at the
pleasure of the Board and the Board shall be entitled to fill any vacancies left by
representatives who resign or who are removed. Each Management Committee member
shall nominate for the Board's consideration the individuals each member recommends
for its primary and alternate representatives. In the event of a vacailCy, the affected
Mana$ement Committee member shall nominate a replacement representative for the



Board's consideration. Each representative shall have full authority to act on behalf of
the Management Committee member he or she represents.. Comnnmications and notices
regarding the Network shall be provided to the named representatives and Council shall
be able to fully rely on the actions and. representations of a Management Committee
member's representatives~ and shall be fully protected in such reliance. The Management
Cotnmittee win meet from time to time, but not without at least forty·eigbt hours' written
or e-mail notice to the Management Conunitteemembers' repr~tatives. Management
Committee meetings may be held by teleconference; provided that the meetings
otherwise meet the remaining provisions oftbis Article.

(c) The Board, in its sole disCretion Slid. upon a recommendation of the
MaMgem_ Committee, may expand the Management Committee and add· additional
votms members and appoint represent;ltives fOr such new voting meDlbe.rs pursuant to
Sectl<m9.0i(h}.· .

Section 9.02 Voting.

(a) Each Management Committee member shall be entitled to exercise one
vote on decisions mJde by the Management Commi~ regardless of the number of their
respective Management COmmirteerepresentatjves. At any meeting of the Management
Connnittee, the presence of Management Committee members who bold at leastS 1% of
the votes that may bee. by all Management Committee members sball constitute a
quorum, and a vote of 80% of the votes held by the members of the Management
Committeeconstitutjng the quorum shall be.necessary for the transaction of any business
at the meeting and for theMan.~~ Committee. to exercise .any of its powers
hereuruter or to make any recommendation to theBoant

(b) A Management Committee m~bermay, upon written election delivered
to the BOard and to the Management Committee, elect to serve in an..ex~fficio position.
A Manag~ent Committee meJ.l\ber·.-n8king such an election shaUnot be entitled to vote
on any business before the ManagementCoJDmittee;

Secti01l 9.03 ·ManaFPent Committee Decisions.

(a) No decision made by the Management Committee may contravene any
provision of the Agreement or the spirit or intent thereQf.

(b) Any decisions made by the Management Committee in·accordance with
Section 9.02 shall be incorporated into this Agreement as if fully set forth herein, shall
control the relationship between the Parties and their respective obligations hereunder,
and shall be binding on all Parties notwithstanding any other provision of this .Agreement.
All Parties hereby agree to comply with any such decisions.



(c) Notwithstanding the foregoing, a decision of the Management Committee
may not be binding with respect to a party if the affected Party objects in writing (i)
within ten (10) days after a Management Committee decision is made with which it
objects, or (ii) in the case of a meeting at which the Party's representatives. were not
present, within ten (10) days after receipt of written notification of the Management
Committee decision. Such an objecting Party shall be entitled to abstain from complying
with such decision without penalty unless the Party's concerns regarding the decision are
accommodated by the other Parties to this Agreement

Section 9.04 Meetina of Management Committee tnd NotICe. Council shall provide
written notWeto M~ of the dates,timClS, and agendas of Management Committee meetings.
Members may submit written.cotnments to Couneilregardirtg any item under Management
Committee consideration and IAAY propose items for a Management Confinittee agenda. Non-
Founding. Members. may attend nteeting$. of the Management Committee, but, may not cast a
vote on any decision of the Management Committee, except ~ provided in Section 9~Ol(c).
Council shall provide written notice to Members of Management Conunittee decisions .

.ARTICLE X
Amendment· and AddltiOD ofSub,",ent Members

Section 10.01 Amell.dm~t. This Agreement and any other document executed by a
Party to become a Member pursuantto Seqtion 10.02 shall together contain the entire agreement
of the Parties and shall· supersede all previous negotiations and agreements, whether written or
oral. Tb.i$.Agreement may be amended only by· an instrument in writing signed by ~o Party
against whom tlle cbang~ waiver, modifi<:ation, extension, or discharge is sOught, unleSs
otherwise indicatecHn this Agreement

Section 10.02 Addition of New Members. The Members aclalowledge ~ additional
Members may be added to the Netwo~. Such additicmal Members may be added to theNetwodc
upon ~provalby the Council, but only after a recommendation by the Management Conunittee
in contpliance with Seqtion 9.02'. Itr i~ sole discretion, the Council may develop criteria for the
automatic admission of new MembersllPOD a vote of the Manag<ment ConmUttee pursuant to
Section 9.02. Subsequent Mem~ sball ~. required to execute an Agi'eeiilent substantially
sUnilar to this Agreement or that incorporate$ this Agreement by reference, in the discretion of
the Management Committee. Notwithstanding the foregoing, the Management Committee, in its
sole discretion, may modify the tenDS of this Agreement with: respect to a new Member if it
determines that it is reasonable and/or necessary to do so when adding a new Member to the
Network. Any such modifications shall be clearly set forth in a writin,g that otherwise adopts,
explicitly or by reference, the remaining provisions of this Agreement.



ARTICLE XI
Term and Terminadog

Section 11.01 Term of the Agreement. The term of this Agreement shall begin on
____ , 20_ and shall last for a term of three (3) years. This Agreement shall
thereafter automatically renew for additional three (3) year terms as to each Party unless such
Party bas provided written notice of its intent· to withdraw pursuant to Section 11.03 at least one
hundred. eighty (180) days before the renewal date. The withdrawal of less than all of the
Members shall not be considered a termination of the Agreement and the remaining Members
shall continue to partiCipate under the tenns of the Agreement, as amended.

section 11.02 Use and DiscIOSlp of Jnformation After Termination. Upon th:o complete
tem1ination of this Agreement, the Members agree that the Infonnation stored on the Network as
of the date of the termiIlatiOll. of the Agteement shall rem,ain on the Network for use and
disclosure, subject to Council's desire to contt1lUe maintaining the NetWork, under the fonowing
conditions:

<a> Data Recipients may continue to access all Network Infonnation pursuant
to ARTICLE Nand ARTICLE V of the Agreement until such time as an election is
made bya Data Provider to disallow such access to its own Information. If a Data
Provider elects to disallow access to its own Information on the Network, SUCh Data
Provider's Information wiu no longer be available to other Data Recipients and such an
electing Data Provider, if also .a Data Recipient, shall thereafter be precluded from
accessing the Network. Notwithstanding, Information may continue to be used and
disclosed for the reasons descn"bed in Section 11.OS.

(bJ Continued use and disclosure of the· Information pursuant to Section
11.02(a} shall be subjectto ARTICLE V, ARTICLE VIT, and ARTICLE VID.

Section 11.03 Withdrawal ofa Member- A Member may withdmw from this Agreement
in connection with any renewal of this Agreemenfpursuant to Seetionll.0L Except as provided
in the preceding sentence, a Member may with4tawfrom tbisAgreen1ent prior to any renewal of
the Agreement only: (a) UPO:Q written agreement between the withdrawing M<mber and the
Council; or (b) for cause. The following shall constitute adequate cause for the withdrawal from
this Agreement:

(al A significant breach of another Member's duties of confidentiality under
ARTICLE V of this Agreement with regard to Infonnation stored on the Network by the
withdrawing Member, or a significant breach of Council's duties under ARTICLE vn
with regard to Informationstorcd on the Network by the withdrawing MCDlber (provided
that the Member has allowed a reasonable time for Council to cure any such significant
breach). Any claim of a significant breach by a Party shall be submitted to the



Management Committee which will detennine~ pursuant to Section 9.02 of this
Agreement, whether a claimed breach is significant enough to constitute cause under this
Agreement. This detemrlnation shall be an advisory opinion and shall not be binding on
any party to this Agreement and shall not act as a waiver or determination of any Party's
rights under federal. state, or local laws. In a vote to determine whether a breach is
significant, the complaining ~ies) and the alleged-breaching party(ies) shall not
participate (unless all Members other than the alleged-breaching party(ies) are
complaining parties); or

(b) The inability of a withdt1lwing.M~ber to access its own· Information
submitted to the Network due to causes controlled by Council. Such inability ~ not
constitute cause llDtila M~ has provide4 ooticeto Council or its designee.that sUch
Information is inaccessible and after Q>uncil i$ unable t0cure such inaccessibility after
having been given sixty (60) days to do so·after notice is proVidecL

(c) The failure of the Management Conunittee to ~nably aooommodate a
Member's objections to a Management Committee decision Pursuant to Section 9.03(6).

Section 11.04 Use and Discloge of Wannation After Withdrawal. Upon a Data
Provider's withdrawal, the Jnfor.mation store<lby such Member on the Network shall no longer
be accessible by the Data Recipients (unless the Data Provider otherwise COnsentsin Writing)and
aU confidentiality provisions e<>ntained in tbis Agreement shall remain in force.
Notwitbstandin& Information may continue to be used and disclosed for the reasons described in
Section 11.05.

8ectism 11.0S Infeasibility of &eturt\ofIriformation. ~Parties recognize· that due to
the inte1'eOnnectivityof the· Ncrtwork and the fact that the Members ·Will be relying on the
Infonnanon on the Network to mak~ Treatment decisi()JlSfor patients, it is necessary for the
Infonnation to remain on the Network for potential risk management and legal defense PUlP9ses.
Therefo:re, it. is infeasible for Information to be returned or destroyed at the termination· of the
Agreement or the withdrawal ofa Member. However; if elected incompliaDCfe with, or
~dated by a·tetm; of: thi$.Article, Inf<>rJna.tionmay no longer be available for MemberS to
ac:cess after the<termination of this. Agreement or· the withdrawal of a Member except for the
P1Jll'O~ that make the return or destructiOn of the Infonnation infeasible~ Council shall
continue to store the Information on the Network subject to the confidentiality obligations in this
Agreement and shall not further use or disclose the Infonnation except as allowed by this
Agreement, including. but not limited to, the teaSOll$ set forth above that make the return or
destruction infeasible.



ARTICLE XII
MlseeDaneous ProvisioN

Section 12.01 Participation in a National Health IDiom. NCtwQrk. The Parties
recognize the effort by the federal government to promote the creation of a national interoperable
health infonnation network and the creation of the Network and this Agreement area partoftbat
effort. As a result, the Parties agree that, upon a vote by the Management Committee to
participate in or otherwise affiliate with other regional health information networksand/or a
national health information network, the Parties shall work cooperatively to refonn this
Agreement to allow such participation or affiliation and that the Parties will take all actions that
are reasonable to effect suchpatticipation or affiliation inclu(iing.withQut limitation, executing
a~ents with tbird.;;'parties, obtaining new hardware or ·software, or .modifying existing
systems.

Section 12.02 Multiple Roles of Partjes. The. Parties· recognize and acknowledge that a
Party may be bQth a Data Provider t\11d aD. Recipient, anc4 in the ease of Tahlequah City
Hospital, a Contr3ctof.WI1enexecuting this Agreement, each Party shall indicate the role($)
appliCable to the party un4er· this Agreement and eacbPartyshall comply with all provisions of
this Agreement applicable to the role( s) undertaken by the Party.

Section 12.03. Governing Law. The scope, performance, validity, enforcement, and all
other aspects oftbis Agreement shall be governed by·the laws of the State otOldahoma. unless
otherwise preempted by the laws of the United States of America.

Sp0I112.Q4 Mu1tipleCG~. This AgJ:eement may. be. executed ~ multiple
countetpatts, eacJfofwhi¢bwill be deeme<i an ori~,but all of which together wilt COJiStitut~~~-~ .

Section 12.05 Incomoration By Reference. All exlllbits attached to this Agreem.ei:lt are
incorporated by reference and made a part of this Agreement as if those exhibits were see forth at
length in the text of this Agteem.ent.

Section12.0§ <kmJsr. Any reference to gender will be deemed to include the masculine,
the feminine, and the neuter genders unless the context otherwise requires.

Section 12.07 Headings. Any subject headings used this Agreement are included for
putpO&eSof convenience only, and shall not affect the· construction or interpretation of any of its
provisions.

Section 12.08 Succession and Assiggment. This Agreement will be binding o~ and will
inure to the benefit of, the Parties and their respective successors and assigns. No party may
assign or transfer any rights or obligations under this Agreement without the prior written
consent of the other Parties, which consent shall not be unreasonably withheld.



Section 12.09 No Third party Rights. This Agreement does not and will not create in
any natural person, corporation, partnership, or other organi2'3tion any benefits or rights, and this
Agreement will be effective only as to the Parties and their successors and assigns.

Section 12.10 CompJiance With Laws. The Parties to this Agreement intend and in good
faith believe that this Agreement complies with all federal, state, and local laWs. If any provision
of this Agreement is declared void by a court or arbitrator, or rendered invalid by any law or
regulation, that portion shall be severed from this Agreement, and the remaining provisions shall
remain. in effect, unless the effect of the severance would be to substantially alter the Agreement
or obligations of the Parties, in which· case, the Parties agree to attanpt .m good faith to
renegotiate the Agreement to cotnply With such Jaw(s) to the satisfaction of all Parties. In. the
event the Parties_not able to mutually agree to a new agmmlel1t within one hundred eighty
(180) da}'S, then any affected Party may withdraw Pursuant to Section 11.03.

Sectiog12.1l~. All notices. reques~ demands, and other communications
associated with this AgrCeII1ent shall be in writinS and will be deemed to bave been duly given
on the date of service if served personally on, or by facsimile transmission to, the party to Whom
notieeis to be given. ot on the third 4ay after mailing if mailed to the party. to whom notice is to
be given by certified mail, return receipt requested, and properly addressed to the individuals
executing this Agreement 01). beludf of the respective Parties asset forth on the Signature portion
of this Agteement, with a copy to otberpersons as such Parties may designate in writing to
Council.

8«2ti0J112.12 ~t Con_tors. It is mutually understood and agreed that in
performing tb.eir tesJ?eCuvedutie& attd obligatiOl)S hereunder, ~Parties are at all times acting as
independent contraCtors with respect to each other. Nothing in this Agreement sballconstitute or
be cOIl$truedto create a partnership or joint venture between or among the Parties.

Segion l2.lJ Notification of C1aim§. Each Partyshall.provide aU other Parties with
written notice within five (S)business days after notification or receipt of any civil or Criminal
claims, <ielnands.causes of action, lawsuits, or govemmental enfo~ent actions arising out.of
or related to this Agreet11eI1~regardless of whether the other Parties are named as a party in· such
claims, detnands, causes of action, lawsuits, or enforcement actioliS.

Section 12.14 Regulatory Refetenee§. A reference in this Agreenient to a section in a
federal, state, or local statute, law, or regulation means the section in effect at the relevant time
or as amended.

Section 12.15 CO[pOrateCompliance. The Parties acknowledge that some or all of them
have in place a Corporate Compliance Program ("Program") which has as its goal to ensure that
the Party complies with federal, state, and local laws and regulations. These Programs focus on
risk management, the promotion of good corporate citizenship, including the commitment to



uphold a high standard of ethical and legal business practices, and the prevention of misconduct.
The Parties acknowledge one another's respective commitments to their Programs and agree to
conduct aU business transactions which occur pursuant to this Agreement in accordance with the
lUlderlying philosophy of Program Compliance adopted by the respective Parties.

Section 12.16 Wai'verofBreach. No failure or delay by any party in exercising its rights
under this Agreement shall operate as a waiver of such rights, and no waiver of any breach shall
constitute a waiver of any prior, concurrent, or subsequent breach. .

Section 12.17 Force Majeyre. No Party shall be deemed in violation of any provision of
this Agreement if it is prevented from performing any orits obligations by reason of: (a) severe
weathw and stonns; (b) earthquakes or other natural occuttences; (0) sitrt'kes or other labor
unrest; (d) powc:;r failures; (el nuclear or other civil or military emergencies; (f) acts of
legislativo,judicial, executive, or administrative authorities; Of (sJ anyotber circumstances that
are not wi~ its reasQuable control. This Section shall not apply to· obligations imposed under
applicable laws and regtUatioDS or obligations to pay money. .

Section 12.18 Complete. Understanding. This Agreement and any other document
executed bra Party to becQme a Member pursuant to Sgction lQ~02shall together contain the
entire understanding of the Parties, and there are no other written or oral understandings or
promises between the Parties widuespect to the subject matter of this Agreement or anyotber
document executed bya Party to become a Member PUJ'SUaIlt to Section 10.02 othetthm those
contained or referenced in this Agreement and such documents. All modifications or
amendments to this Agreement shall. be in writing and. signed by all parties.

IN WITNESS WHEREOF, the Parties have executed this Agreement as of the dates
indicated below.

BJLL WILLIS COMMuNITY MENTAL HEALTH AND SUBSTANCE ABUSE
SERVICE~/OKLAIIOMA DEPARTMENT OF MENTAL HEALTH AND SUBSTANCE
ABUSE SERVICES

By:
Signature



CHEROKEE COUNTY HEALTH DEPARTMENT/OKLAHOMA STATE
DEPARTMENT OF HEALTH

By:
SignatUre

By:
Signature



By:
Signature

Melissa Gower
Printed

Group Leader. Health Services
Title

By:
Signature

Chad Smith
Printed

Principal Chief
Title

By:
Signature



NORTHEASTERN OKLAHOMA COMMUNITY HEALTH CENTERS,INC

o Data Provider
By;
Signature

By;
Signature

By:
Signature

o Data Provider
o Data Recipient
t/ Contractor



SMRTNET MEMBER AGREEMENT
EXBIBlTA

ASSOCIATED HARDWARE AND SOFI'WARE

This Exhibit.A degibes the Associated Software and Associated Hardware referenced in
the SMRMT Member Agreement ("Agreement"). As defined in the Agreement. tlle tenns
"As8ociated Software and Associated Hardware" mean the software and/or luu:dware required to
access the Network. Section 6.02 provides that Associated Software and Associated Hardware
may be provided through the Software Vendor. The Council will not be providing any
As$ociated Hardware; however; Associated Software necessary for Data Rccipientsto access the
NetWOrkshall be pR)vided through aco~ with the Sotlwarc Vendor which is attached hereto
as Attaehment 1.



SMRTNET MEMBER AGREEMENT
EXBlBITB

PERMITTED USES AND DISCLOSURES OF NETWORK INFORMATION

Pursuant to Seetinn 4.2 of the Agreement NetWorklnfotnlattotl may be used and disclosed for
the following PlUPoses (subject to any restrictions set forth in the Agreement) and all Data
ProvidersshaU grant tb1l access to the Information they store on the Network to applicable
Metnbers· and Council fur the .fol1owing purposes: .

(a) When a patient is under the T~atn.1ent oia Data Reclpien4the Data Recipient and
its AUthorizedtJsers ~yhave, and all.otherMenilietS sba11gratltsuchD~Recipientandits
Authorized Users,fu11 .aceess totlle Infonnation stored on the NetWOrk forputpOSE';S J)f treating
thepat1ent•

(b) ..Upon. a vote of the. Manag¢ltlent Committee,. fuformationstoteclon the Netwotk
tnaybeused anddis¢losed for Payment purposes and Health .Care Operations (subject to
reasonable procedures. as determined by the Council in consultation with the Management
Cotnlllittee).

(c) Testing the Network (subject to reasonable procedures as detennined ·by the
Council)~

(d). For thecreatlon and use of a Personal Health Record to beaeeessed by individual
patients (subject to approval ·by· the Management Committee and reasonable procedures as
determined bYtheCoUllcil).

{e): ... For th¢ cr$ttion and use ofme1ecttoriicpreseribing systenl (subject to approval
bytheManagexnent Conunitteeand reasonable procedures ·asdetermined by the Council).

(f).... •..For tbecreati0nand U$e.ofaclitlica). me5$agingsYStmn(subj@ttoapproval by the
ManagernentCommifiee andreaso.n.able procedUl'e$ as·~ined by theC;ouncil).

(g). Fot ...~creati0n· aM use .of cJJ.ronie diseaseltJanagement. programs .(subject to
approval by the .Manag¢ltlent .Committee.and rea$Ohable· procedures.3$ detem1ined by·· the
Council).

(h) . For the creation and use of Unaging and image report sharing (subject to approval
by the Management Committee and reasonable procedures as determined by the Council).



The parties to the SMRTNET Member Agreemcnthereby agree to this ADDENDUM as
indicated below effective on the date executed. The purpose of this Addendum is to apply special
terms and conditioll$ to the Agreement between the parties To the extent that any provision of
SMRTNET Member Agreement or any other addendum thereto is inconsistent with any
provision of this Addendum, the provision of the Addendum shall supersede all such other
provisions.

Nothing in SMRTNET Member Agre~ent or any addendum thereto shall subject an lndiatt
tribe to State law to any greater extent than State law is already applicable.

The scope. perfonnance, validity, enforcement, anda1Ioth~ aspects of this Agreement shall be
govemedby the laws .of the State of Oklahoma, unless otherwise~pted. by the Jaws of the
United States of America.. The Chcrok~ Na.tion does not consent to be sued under the laws.o£
the State ofOklahofi1aand maihtail1Sthe defense of sovereign immunity to ·anyclaims made by
any party, including the State of Oklahoma, any Ag¢ncy of the State of Oklahoma., or any
subdivision of said Agency, or any political subdivision of the State of Oklahoma against the
Cherokee Nation pursuant to the SMRTNET Men1ber Agreement.

BILL WILLIS COMMUNITY MENTAL HJlAL TH AND SliBSl'ANCEABUSE
SEIlVICESI()KLAHOMA DEPARTMENT OF MENTAL REALTH AND· SUBSTANCE
ABUSE SER.VICES

By: ~
Signature

C$ROQECOUNTYImALTH DEPARTMENT/OKLAHOMASTATE
DEPARTMENT OF HEALTH

By: _
Signature

By: _
Signature



By: _
Signature

Melissa Gower, Group Leader, Health Services
Printed Name and Title

By: _
Signature

Chad Smith. Principal Chief
Printed Name and Title

By: _
Signature

By: _
Signature

By: _
Signature

By: _
Signature


